


Chief, Property Management Section

Materiel Management Branch

Bureau of Alcohol, Tobacco, Firearms and Explosives
Room 35181

99 New York Avenue, NE

Washington, DC 20226

(D) QICHOIV(®)

(®](b) (6), (b) (7)(C)

(F) QIGHOIVIE®)

From: (QIONOIGI(®)

Sent: Tuesday, June 29, 2021 5:51 AM
LEH (D) (6), (b) (7)(C)
[€H(b) (6), (b) (7)(C)

Subject: RE: Assistance body-worn camera accountability

(b) (6), (b) (7)]

Good morning

I have copy furnished (KON GOXQI(®) , the MMB Property Section Chief, who will reach
out to you to coordinate this effort.

From: DICKOIVIG)]
Sent: Monday, June 28, 2021 8:36 PM
LEH (D) (6), (b) (7)(C)

Subject: Assistance body-worn camera accountability
Good evening,

As you may or may not be aware, per the Deputy Attorney General’s directive, ATF is developing
a body-worn camera program for ATF special agents. Phase one of the program implementation
includes the deployment of hardware to include body-worn cameras (220) and the associated
accessories. The initial deployment of cameras will be distributed to the following locations;
Phoenix FD, Detroit FD and the ATF National Academy. |am hoping for suggestions and
guidance as to the most efficient way to pin these items. Cameras deployed to the Field
Divisions will be assigned to the individual agents while the academy cameras will remain at the
academy. The cameras will need to be pinned and assigned before the scheduled training in
August.

Any suggestions or assistance would be appreciated.

(b) (6), (b) (7)(C)

Alcohol, Tobacco, Firearms and Explosives

16009 N. 81 Street, Suite 100

Scottsdale, AZ 85260

Special Agent Project Officer-Digital Evidence Management
Technical Project Office

Special Operations Division



(b) (6), (b) (7)(C)

CONFIDENTIALITY NOTICE: E-mail may contain confidential information that is legally
privileged. Do not read this e-mail if you are not the intended recipient.

This e-mail transmission, and any documents, files or previous e-mail messages attached to it
may contain confidential information that is legally privileged. If you are not the intended
recipient, or a person responsible for delivering it to the intended recipient, you are hereby
notified that any disclosure, copying, distribution or use of any of the information contained in
or attached to this transmission is STRICTLY PROHIBITED. If vou have received this
transmission in error, please immediately notify us by reply e-mail, by forwarding this to

(b) (6), (b) (7)(C) or by telephone at [DICNOIBI®@)] cnd destroy the original

transmission and its attachments without reading or saving in any manner. Thank you.






























MEMORANDUM OF UNDERSTANDING
BETWEEN
THE BUREAU OF ALCOHOL, TOBACCO, FIREARMS AND EXPLOSIVES (ATF),
And

DENVER POLICE DEPARTMENT

This Memorandum of Understanding (“MOU”) is entered into by and between the Bureau of
Alcohol, Tobacco, Firearms and Explosives (“ATF”) and Denver, Colorado Police Department
(“participating agency”) as it relates to the Regional Anti Violence Enforcement Network Task
Force (herein referred to as the “RAVEN”).

BACKGROUND

The Regional Anti Violence Enforcement Network (“RAVEN?”) fills a strong need in Colorado
for a proactive, intelligence-based targeting of criminal offenders in the Judicial District of
Colorado. RAVEN will produce timely, precise, and objective intelligence data (via NIBIN and
crime gun tracing) to focus the efforts of federal, state and local law enforcement, forensic, and
prosecutorial resources on the most violent offenders in the Denver Metropolitan area. Denver,
Aurora and Lakewood are currently designated as the sites of a Project Safe Neighborhood
(“PSN”) intervention because their combined violent crime totals are the highest in the state and
their shared border lends itself to collaborative investigations. The RAVEN concept was selected
as the key intervention because of its ability to identify Colorado’s most violent offenders in a
collaborative manner.

AUTHORITIES

The authority to investigate and enforce offenses under provisions of this MOU are found at 28
U.S.C. §599A ,28 CFR. §§0.130,0.131, and 18 U.S.C. § 3051.

PURPOSE
The RAVEN Task Force will perform the activities and duties described below:

a. Investigate firearms trafficking

b. Investigate firearms related violent crime

c. Gather and report intelligence data relating to trafficking in firearms

d. Conduct undercover operations where appropriate and engage in other traditional
methods of investigation in order that the RAVEN Task Force's activities will result in
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effective prosecution before the courts of the United States and the State of Colorado.
MEASUREMENT OF SUCCESS

The success of the RAVEN will be measured by the participating agencies willingness to share
certain information, such as crime statistics and NIBIN results. Success of the RAVEN will
involve increased multiple NIBIN matches, a higher clearance rates for violent crimes, increased
crime gun interdiction, reducing violent crime rates involving firearms, increased effective
deployment of law enforcement resources, and increased prosecution of violent gun crime.

PHYSICAL LOCATION

Officers/troopers/agents/investigators assigned to the RAVEN by their employer will be located
at the covert RAVEN office in Aurora, Colorado.

SUPERVISION AND CONTROL

The day-to-day supervision and administrative control of officers/investigators/agents/other
employees (“participants”) assigned to the RAVEN will be the mutual responsibility of the
participants, the ATF Special Agent in Charge or his/her designee and the Aurora Police
Department Chief of Police having operational control over all operations related to the RAVEN.

Each TFO shall remain subject to their respective agencies' policies and shall report to their
respective agencies regarding matters unrelated to this agreement/task force. With regard to
matters related to the RAVEN Task Force, TFOs will be subject to Federal law and
Department of Justice (DOJ) and ATF orders, regulations and policy, including those related
to standards of conduct, sexual harassment, equal opportunity issues and Federal disclosure
laws.

Failure to comply with this paragraph could result in a TFO’s dismissal from the Task Force.

PERSONNEL, RESOURCES AND SUPERVISION

To accomplish the objectives of the RAVEN Task Force, ATF will assign a group of Special
Agents and a Group Supervisor to the RAVEN Task Force. ATF will also, subject to the
availability of funds, provide necessary funds and equipment to support the activities of the ATF
Special Agents and officers assigned to the RAVEN Task Force. This support may include:
overtime monies, JLEO vehicles, office space, office supplies, travel funds, funds for the
purchase of evidence and information, investigative equipment, training, and other support
items.

Each participating agency agrees to make available to their assigned RAVEN Task Force members
any equipment ordinarily assigned for use by that agency. In the event ATF supplies equipment
(which may include vehicles, weapons or radios), TFOs must abide by any applicable ATF
property orders or policy and may be required to enter into a separate agreement for their use.
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To accomplish the objectives of the RAVEN Task Force, the Denver Police Department agrees to
detail a group of fulltime TFOs and/or Special Deputies and a supervisor(s) with the rank of
sergeant to the RAVEN Task Force for a period of not less than two (2) years.

All TFOs shall qualify with their respective firearms by complying with ATF’s Firearms and
Weapons Policy.

SECURITY CLEARANCES

All TFOs and Special Deputies will undergo a security clearance and background investigation,
and ATF shall bear the costs associated with those investigations. TFOs and Special Deputies must
not be the subject of any ongoing investigation by their department or any other law enforcement
agency, and past behavior or punishment, disciplinary, punitive or otherwise, may disqualify one
from eligibility to join the RAVEN Task Force. ATF has final authority as to the suitability of
TFOs and Special Deputies for inclusion on the RAVEN Task Force.

DEPUTATIONS

ATF, as the sponsoring Federal law enforcement agency, may request at its sole discretion that the
participating agency’s TFOs and Special Deputies be deputized by the U.S. Marshals Service to
extend their jurisdiction, to include applying for and executing Federal search and arrest warrants,
and requesting and executing Federal grand jury subpoenas for records and evidence involving
violations of Federal laws. Such requests will be made on an individual basis as determined by
ATF.

A TFO and Special Deputy will not be granted Department of Justice legal representation if named
as a defendant in a private-capacity lawsuit alleging constitutional violations unless all deputation
paperwork has been completed prior to the event(s) at issue in the lawsuit.

The participating agencies agree that any Federal authority that may be conferred by a deputation
is limited to activities supervised by ATF and will terminate when this MOU is terminated or when
the deputized TFOs and/or Special Deputies leave the RAVEN Task Force, or at the discretion of
ATF.

ASSIGNMENTS, REPORTS AND INFORMATION SHARING

An ATF supervisor or designee will be empowered with designated oversight for investigative and
personnel matters related to the RAVEN Task Force and will be responsible for opening,
monitoring, directing and closing RAVEN Task Force federal investigations in accordance with
ATF policy and the applicable United States Attorney General’s Guidelines.

Assignments will be based on, but not limited to, experience, training and performance, in addition
to the discretion of the ATF supervisor.

All investigative reports will be prepared utilizing ATF’s investigative case management system,
(N-Force) utilizing ATF case report numbers. The participating agency will share investigative

T ———
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reports, findings, intelligence, etc., in furtherance of the mission of this agreement, to the fullest
extent allowed by law. For the purposes of uniformity, there will be no duplication of reports, but
rather a single report prepared by a designated individual which can be duplicated as necessary.
Every effort should be made to document investigative activity on ATF Reports of Investigation
(ROI), unless otherwise agreed to by ATF and the participating agency(ies). This section does not
preclude the necessity of individual TFOs and Special Deputies to complete forms required by
their employing agency.

Information will be freely shared among the TFOs, Special Deputies and ATF personnel with the
understanding that all investigative information will be kept strictly confidential and will only be
used in furtherance of criminal investigations. No information gathered during the course of the
RAVEN Task Force, to include informal communications between TFOs, Special Deputies and
ATF personnel, may be disseminated to any third party, non-task force member by any task force
member without the express permission of the ATF Special Agent in Charge or his/her designee.

Any public requests for access to the records or any disclosures of information obtained by task
force members during RAVEN Task Force federal investigations will be handled in accordance
with applicable statutes, regulations, and policies pursuant to the Freedom of Information Act and
the Privacy Act and other applicable federal and/or state statutes and regulations.

INVESTIGATIVE METHODS

The parties agree to utilize Federal standards pertaining to evidence handling and electronic
surveillance activities to the greatest extent possible. However, in situations where state or local
laws are more restrictive than comparable Federal law, investigative methods employed by state
and local law enforcement agencies shall conform to those requirements, pending a decision as to
a venue for prosecution.

The use of other investigative methods (search warrants, interceptions of oral communications,
etc.) and reporting procedures in connection therewith will be consistent with the policy and
procedures of ATF. All Task Force operations will be conducted and reviewed in accordance with
applicable ATF and Department of Justice policy and guidelines.

None of the parties to this MOU will knowingly seek investigations under this MOU that would
cause a conflict with any ongoing investigation of an agency not party to this MOU. It is
incumbent upon each participating agency to notify its personnel regarding the Task Force’s areas
of concern and jurisdiction. All law enforcement actions will be coordinated and cooperatively
carried out by all parties to this MOU.

INFORMANTS

ATF guidelines and policy regarding the operation of informants and cooperating witnesses will
apply to all ATF informants and cooperating witnesses directed by TFOs and Special Deputies.
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Informants developed by TFOs and Special Deputies may be registered as informants of their
respective agencies for administrative purposes and handling. The policies and procedures of the
participating agency with regard to handling informants will apply to all informants that the
participating agency registers. In addition, it will be incumbent upon the registering participating
agency to maintain a file with respect to the performance of all informants or witnesses it registers.
All information obtained from an informant and relevant to matters within the jurisdiction of this
MOU will be shared with all parties to this MOU. The registering agency will pay all reasonable
and necessary informant expenses for each informant that a participating agency registers.

DECONFLICTION

Each participating agency agrees that the deconfliction process requires the sharing of certain
operational information with the RAVEN Task Force, which, if disclosed to unauthorized persons,
could endanger law enforcement personnel and the public. As a result of this concern, each
participating agency agrees to adopt security measures set forth herein:

a. Each participating agency will assign primary and secondary points of contact.
b. Each participating agency agrees to keep its points of contact list updated.

The points of contact for the RAVEN Task Force are:
ATF: Group SupervisoQEQMGIIH(®)

Aurora Police Department: Lieutenant (SXGNSXEA(®)
EVIDENCE

Evidence will be maintained by the lead agency having jurisdiction in the court system intended
for prosecution. Evidence generated from investigations initiated by a TFO or ATF special agent
intended for Federal prosecution will be placed in the ATF designated vault, using the procedures
found in ATF orders.

All firearms seized by a TFO must be submitted for fingerprint analysis and for a National
Integrated Ballistic Information Network (NIBIN) examination. Once all analyses are completed,
all firearms seized under Federal law shall be placed into the ATF designated vault for proper
storage. All firearms information/descriptions taken into ATF custody must be submitted to ATF’s
National Tracing Center.

JURISDICTION/PROSECUTIONS

Cases will be reviewed by the ATF Special Agent in Charge or his/her designee in consultation
with the participating agency and the United States Attorney’s Office and appropriate State’s
attorney offices, to determine whether cases will be referred for prosecution to the U.S. Attorney’s
Office or to the relevant State’s attorney’s office. This determination will be based upon which
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level of prosecution will best serve the interests of justice and the greatest overall benefit to the
public. Any question that arises pertaining to prosecution will be resolved through discussion
among the investigative agencies and prosecuting entities having an interest in the matter.

In the event that a state or local matter is developed that is outside the jurisdiction of ATF or it is
decided that a case will be prosecuted on the state or local level, ATF will provide all relevant
information to state and local authorities, subject to Federal law. Whether to continue investigation
of state and local crimes is at the sole discretion of the state or local participating agency.

USE OF FORCE

All fulltime TFOs and Special Deputies will comply with ATF and the Department of Justice’s
(DOJ’s) Use of Force orders and policies. TFOs and Special Deputies must be briefed on ATF’s
and DOJ’s Use of Force policy by an ATF official, and will be provided with a copy of such policy.

BODY WORN CAMERAS AND TASK FORCE OFFICERS

In accordance with DOJ policy, dated October 29, 2020, Body Worn Cameras (BWCs) may be
worn by TFOs and Special Deputies operating on a Federal Task Force when their parent agency
mandates their use by personnel assigned to the task force. In such cases, the parent agency must
formally request to participate in the TFO BWC program and, upon approval, shall comply with
all DOJ and ATF policies, and the required procedures, documentation, and reporting while
participating on the task force.

MEDIA

Media relations will be handled by ATF, Aurora Police Department and the U.S. Attorney’s
Office’s public information officers in coordination with each participating agency. Information
for press releases will be reviewed and mutually agreed upon by all participating agencies, who
will take part in press conferences. Assigned personnel will be informed not to give statements to
the media concerning any ongoing investigation or prosecution under this MOU without the
concurrence of the other participants and, when appropriate, the relevant prosecutor’s office.

All personnel from the participating agencies shall strictly adhere to the requirements of Title 26,
United States Code, § 6103. Disclosure of tax return information and tax information acquired
during the course of investigations involving National Firearms Act (NFA) firearms as defined in
26 U.S.C., Chapter 53 shall not be made except as provided by law.

SALARY/OVERTIME COMPENSATION

During the period of the MOU, participating agencies will provide for the salary and employment
benefits of their respective employees. All participating agencies will retain control over their
employees’ work hours, including the approval of overtime.

ATF may have funds available to reimburse overtime to the State and Local TFO’s agency, subject
to the guidelines of the Department of Justice Asset Forfeiture Fund. This funding would be
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available under the terms of a memorandum of agreement (MOA) established pursuant to the
provisions of 28 U.S.C. section 524. The participating agency agrees to abide by the applicable
Federal law and policy with regard to the payment of overtime from the Department of Justice
Asset Forfeiture Fund. The participating agency must be recognized under State law as a law
enforcement agency and their officers/ troopers/investigators as sworn law enforcement officers.
If required or requested, the participating agency shall be responsible for demonstrating to the
Department of Justice that its personnel are law enforcement officers for the purpose of overtime
payment from the Department of Justice Asset Forfeiture Fund. This MOU is not a funding
document.

In accordance with these provisions and any MOA on asset forfeiture, the ATF Special Agent in
Charge or designee shall be responsible for certifying reimbursement requests for overtime
expenses incurred as a result of this agreement.

AUDIT INFORMATION

Operations under this MOU are subject to audit by ATF, the Department of Justice’s Office of the
Inspector General, the Government Accountability Office, and other Government-designated
auditors. Participating agencies agree to permit such audits and to maintain all records relating to
Department of Justice Asset Forfeiture Fund payments for expenses either incurred during the
course of this Task Force or for a period of not less than three (3) years and, if an audit is being
conducted, until such time that the audit is officially completed, whichever is greater.

FORFEITURES/SEIZURES

All assets seized for administrative forfeiture will be seized and forfeited in compliance with the
rules and regulations set forth by the U.S. Department of Justice Asset Forfeiture guidelines. When
the size or composition of the item(s) seized make it impossible for ATF to store it, any of the
participating agencies having the storage facilities to handle the seized property agree to store the
property at no charge and to maintain the property in the same condition as when it was first taken
into custody. The agency storing said seized property agrees not to dispose of the property until
authorized to do so by ATF.

The MOU provides that proceeds from forfeitures will be shared, with sharing percentages based
upon the U.S. Department of Justice Asset Forfeiture policies on equitable sharing of assets, such
as determining the level of involvement by each participating agency. Task Force assets seized
through administrative forfeiture will be distributed in equitable amounts based upon the number
of full-time persons committed by each participating agency. Should it become impossible to
separate the assets into equal shares, it will be the responsibility of all the participating agencies to
come to an equitable decision. If this process fails and an impasse results, ATF will become the
final arbitrator of the distributive shares for the participating agencies
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DISPUTE RESOLUTION

In cases of overlapping jurisdiction, the participating agencies agree to work in concert to achieve
the Task Force’s goals and objectives. The parties to this MOU agree to attempt to resolve any
disputes regarding jurisdiction, case assignments and workload at the lowest level possible.

LIABILITY

ATF acknowledges that the United States is liable for the wrongful or negligent acts or omissions
of its officers and employees, including TFOs, while on duty and acting within the scope of their
federal employment, to the extent permitted by the Federal Tort Claims Act.

Claims against the United States for injury or loss of property, personal injury, or death arising or
resulting from the negligent or wrongful act or omission of any Federal employee while acting
within the scope of his or her office or employment are governed by the Federal Tort Claims Act,
28 U.S.C. sections 1346(b), 2672-2680 (unless the claim arises from a violation of the Constitution
of the United States, or a violation of a statute of the United States under which other recovery is
authorized).

Except as otherwise provided, the parties agree to be solely responsible for the negligent or
wrongful acts or omissions of their respective employees and will not seek financial contributions
from the other for such acts or omissions. Legal representation by the United States is determined
by the United States Department of Justice on a case-by-case basis. ATF cannot guarantee the
United States will provide legal representation to any State or local law enforcement officer.

Liability for any negligent or willful acts of any agent or officer undertaken outside the terms of
this MOU will be the sole responsibility of the respective agent or officer and agency involved.

DURATION

This MOU is effective with the signatures of all parties and terminates at the close of business on
September 30, 2026.

This MOU supersedes previously signed MOUSs and shall remain in effect until the aforementioned
expiration date or until it is terminated in writing (to include electronic mail and facsimile),
whichever comes first. All participating agencies agree that no agency shall withdraw from the
Task Force without providing ninety (90) days written notice to other participating agencies. If
any participating agency withdraws from the Task Force prior to its termination, the remaining
participating agencies shall determine the distributive share of assets for the withdrawing agency,
in accordance with Department of Justice guidelines and directives.

The MOU shall be deemed terminated at the time all participating agencies withdraw and ATF
elects not to replace such members, or in the event ATF unilaterally terminates the MOU upon 90
days written notice to all the remaining participating agencies.
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MODIFICATIONS

This agreement may be modified at any time by written consent of all participating agencies.
Modifications shall have no force and effect unless such modifications are reduced to writing and
signed by an authorized representative of each participating agency.

SIGNATURES

Digitally signed

. by DAVID BOOTH
AL G (e 07302001 Denrds ©-IR e 20210730

12:23:44 -06'00'
Paul Pazen Date David Booth Date
Title: Chief of Police Title: Special Agent in Charge, ATF
Department: Denver, Colorado Police Department Field Division: Denver

T ———
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NOTICE - INTERNAL USE ONLY

These training materials are copyrighted, and all rights are
reserved by Axon Enterprise, Inc.

These training materials are provided by Axon to our product
cu'lstomers for their internal, non-commercial training purposes
only.

Further reproduction, distribution, transmission, display, or

broadcast of these materials is prohibited without the prior written
permission of Axon Enterprise, Inc.

© 2020 Axon Enterprises, Inc.













I AXON APP DEFINITIONS

}Qg&%ﬂMdata entry, evidence upload,
and AB3 / AFZ settings

oon Bvidence Cloud based Digitl Evidence Management System (DEMS)
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Capture Video, audio, and image capture from mohile device and upload
(Mobile App) directly to Axon Evidence

SYNC Video playback, metadata entry, evidence upload, and AB3 /
(Standalone Software) AFZ setlings









CLEANING THE AB3 4

lse a soft, damp cloth to clean the surface of the AB3. Do not use harsh cleaners or
solvents. You may moisten the cloth with isopropyl alcohol

Do not immerse the AB3 in water or cleaning solutions

It the ABS camera lens becomes dirty, use a lens blower brush to clean it and then wipe it

with a soft cloth if necessary

It the AB3 camera display becomes dirty, clean the display with soapy water and then dry
with a soft cloth

Do not use ammonia-based or similar type window cleaners on the camera lens or
camera display

Do not place the lens under running water or apply jets of water

Ensure the ABS microphone openings are clean and clear of any debris
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BUFFERING

The Buffering Mode is | M
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To start a recording, double
press the Event Button

*While recording, the AB3 will beep and vibrate
every two minutes to remind user it is recording.




To end a recording, hold the Event
Button for approximately & seconds




While in Record mode hold the

Select Button for 3 seconds 1o
activate Mute Mode

To confirm, the ABS will beep, vibrate, display the mute icon. and the
operation LED will blink blue (if enabled)




MUTING

To deactivate Mute Mode hold the
Select Button for 3 seconds

To confirm deactivation, the AB3 will beep, vibrate, the mute icon wil
e isaggear, and the operation LED will ikrd (if ene |
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I SPEAKE

Crease Speaker




Jneration LED, Triad LED,
haptic feedback

fnde: Press and hold Volume
seconds

Press and hold Volume
for 3 seconds
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CANCELING AN UPLOAD

An Upload Canceled

confirmation message is
displayed for 3 seconds and
the evidence upload is
canceled

~ AXON















- The AB3 is connected to LTE - similar to a cell phone - and can
 livestream to Axon Evidence instantaneously to authorized

- users when the AB3 is recording. GPS is also activated if

- camera is on and recording, or during pre-event buffer, if

' enabled

Respond is Axon's new real-time situational
- awareness technology




RESPOND & RESPOND +

Managed LTE Connectivity
Gunshot Detection

Live Maps

Live Streaming




WORKFLOW

In the field, an AB3 operator begins a recording

At the station, an authorized user opens Axon Evidence and clicks on the Respond tab to see the live map

The AB3 operator's GPS marker wpdates from grey to green on the live map when they begin recording

The authorized user clicks on that AB3 operator’'s marker (or name) and their camera details populate

the right side of the screen

The authorized user clicks “Start livestream.” The AB3 operator is notified through an icon display, haptic

feedback, and an Operation LED color change (if enabled)

The authorized user ends the livestream by clicking “End livestream” or |eaving the webpage, OR the AB3

operator ends the livestream by ending their recording




When a livestream is started, the AB3 operator is

notified through an icon display, audio prompt, haptic

teedback, and Uperation LED color change (if enabled) :{i

*Livestreaming is only available while the AB3is in Record Mode










AXON FLEX 2 OVERVIEW

12+ hours of battery life under normal operation
Up to 30 frames per second

120° diagonal field of view camera lens

IP54 rated
640 x 480 VGA, 1280 x 720 HD, 1920 x 1080 HD

s

Up to 70 hours of record time

Multicam playback




CAMERA CARE

Cleanlng the camera
Use a soft, damp cloth to clean the surface.

10t use harsh cleaners or solvents.
not immerse the Axon body camera in r cleaning solutions.
e Axon body camera lens becomes dirty, use a lens wipe or
sten the cloth.
» not use Windex® or similar type cleaner

ort the camera lens.

are water resistant...but not waterproof
) 1 iﬁ place the lens under running water or

oply jets of water to the




AXON FLEX 2 CONTROLLER OPERATING
FUNCTIONS

Slide Lock = - Power Switch

Speaker e Function Button

Event Button

Battery LED

Battery Status Button

FRONT VIEW




AXON FLEX 2 CONTROLLER OPERATING
FUNCTIONS

Cable

Connection - = - —— Operation LED
Port s ' ‘

Function LED

TOP VIEW




AXON FLEX 2 CONTROLLER OPERATING
FUNCTIONS

Controller
S:HEL
Number

Dock
Status
LED

BOTTOMVIEW




AXON FLEX 2 C

Camera
Serial
Number

Mount
Attachment

BOTTOMVIEW




AXON FLEX 2 CAMERA

Microphone

TOP VIEW




AXON FLEX 2 CAMERA

Cable
Connection
Port

BACKVIEW













The BUFFERING mode is
1 Minute prior to a recording, no audio.




To start recording video,
double press the Event Button.




To stop recording, press and hold
——— the Event Button.




OPERATING MODES

Solid Red

Blinking Green
Blinking Red
Blinking Yellow

- Booting Up

Buffering
Recording

Cable Disconnect







MOUNTS

Double MOLLE Wing Clip Single MOLLE













TRIAD (ED B

Indicators during the upload process

Uploading Data Upload Complete & <33% charge  Upload Complete & 33% - 37% charge
CICUNG VELOW ___ SILDRED




TRIAD LED B

Indicators during the upload process

Upload Complete & >38% charge Frmware Lpdate Netw ork Error
SOUD GREEN WHITE YR, GRER







AF2 DOCKING & CHARGING THE CAMERA




CAMERA LED INFORMATION

Indicators during the upload process

Initial connection (momentary)




CAMERA LED INFORMATION

Indicators during the upload process

In queue awaiting upload
SOLID YELLOW




CAMERA LED INFORMATION

Indicators during the upload process

Uploading data
BLINKING YELLOW




CAMERA LED INFORMATION

Indicators during the upload process

File upload complete
SOLID GREEN




CAMERA LED INFORMATION

Indicators during the upload process

Firmware update - DO NOT REMOVE
& YELLOW




CAMERA LED INFORMATION

Indicators during the upload process

Agency device mismatch




CAMERA LED INFORMATION
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U.S. Department of Justice
Washington, D.C.

UsEe oF BobY-WORN CAMERAS BY FEDERALLY DEPUTIZED
TASK FORCE OFFICERS

The Department of Justice (Department or DOJ) permits the use of body worn cameras
(BWCs) by task force officers (TFOs) on federal task forces. This policy provides the
parameters for the use of BWCs by TFOs to the extent that a state or local law
enforcement agency ' requires their use by its officers during federal task force operations.
DOJ law enforcement agencies may issue internal standard operating procedures to
implement TFO use of BWCs consistent with this policy.? For purposes of this policy, the
term, “TFO BWC recordings,” refers to audio and video recordings and associated
metadata from TFO BWCs made while the TFO is working under federal authority,

including state and local warrants adopted by a federal agency.
l. BACKGROUND

The Department of Justice partners with state and local law enforcement agencies
throughout the nation on joint task forces. This relationship is vitally important to the
Department and its mission to protect our communities. Several of these participating
state and local agencies have implemented internal policies mandating the use of BWCs

and have requested that their officers wear BWCs while conducting planned arrests and

1 This policy applies equally to tribal and territorial law enforcement agencies.

2 This policy provides Department components with internal direction. It is not intended to, does not, and
may not be relied upon to create any substantive or procedural rights enforceable at law by any party in
any civil or criminal matter.
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searches during federal task force operations. Some state and local agencies, however,
do not equip their officers with BWCs. To the extent state and local law enforcement
agencies mandate BWCs for TFOs while engaged in federal task force operations, the
Department will permit federally deputized TFOs from those agencies to use their BWCs

under the following circumstances.
il. Usk oF Boby WORN CAMERAS DURING FEDERAL TASK FORGE OPERATIONS

Unless subject to specific exceptions below, TFOs employed by a law enforcement
agency that mandates the use of BWCs on federal task forces may wear and activate
their recording equipment for the purpose of recording their actions during task
operations® only during: (1) a planned attempt to serve an arrest warrant or other planned
arrest; or, (2) the execution of a search warrant. TFOs are authorized to activate their
BWCs upon approaching a subject or premises, and must deactivate their BWCs when
the scene is secured as determined by the federal supervisor on the scene as designated
by the sponsoring federal agency. For purposes of this policy, the term “secured” means
that the scene is safe and under law enforcement control. In the event circumstances
arise requiring additional law enforcement assistance to secure the scene, the TFO will
end BWC recording when relieved from the scene by another law enforcement officer.
TFOs are prohibited from recording: (1) undercover personnel; (2) confidential informants

or confidential sources; (3) on-scene witness interviews prior to or after the operation; (4)

3 TFOs are authorized to wear and activate their recording equipment in accordance with this policy
anywhere they are authorized to act as a police or peace officer under state, local, territorial or tribal law.

4 For the execution of a search warrant, BWCs should not be used for searches of property lawfully in
government custody or control, or a search to obtain digital or electronic records executed by a third
party, such as an electronic service provider or custodian of electronic records.

2
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personnel using specialized or sensitive investigative techniques or equipment; or (5) on-
scene actions by any non-law enforcement persons who are assisting law enforcement
personnel prior to or after the operation. TFOs are prohibited from activating their BWC if
the TFO is using specialized or sensitive investigative techniques, operating in a sensitive
area, or working in an undercover or covert status on behalf of the federal task force or
federal agency as determined by the federal agency sponsoring the task force. Subject
to the discretion of the federal agency sponsoring the task force, TFOs generally shall not
use their BWCs to record any activities related to investigations involving public
corruption, medical facilities, national security, or other sensitive investigations. The
Department’s policy of permitting the limited use of BWCs on task forces does not apply
to highly specialized or sensitive operations or groups as determined by the federal

agency sponsoring the task force.

HIR STORAGE OF TAsSK FORCE OFFICER BobDY WORN CAMERA RECORDINGS IN FEDERAL
TASK FORCE OPERATIONS

The TFO activating a BWC during federal task force operations is responsible for
downloading, or having his/her parent agency personnel downioad, the resulting TFO
BWC recordings. Once the TFO BWC recording is downloaded, it shall be placed onto
external media (e.g., DVD, hard drive, etc.), or another mutually agreeable delivery
mechanism, and promptly provided to the federal task force. The TFO parent agency will
provide to the sponsoring federal agency a recording that qualifies as a “duplicate” under

Federal Rule of Evidence 1001(e).5 The federal agency sponsoring the task force shall

5 Under Fed. R. Evid. 1001(e), “[a] 'duplicate’ means a counterpart produced by a mechanical,
photographic, chemical, electronic, or other equivalent process or technique that accurately reproduces
the original.”
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maintain the TFO BWC recording from the TFO as appropriate in the federal agency's

files.

V. FEDERAL RECORDS

All TFO BWC recordings made during federal task force operations, including such
recordings retained by the TFO’s parent agency and/or in the possession of any third
party engaged by the parent agency to store or process BWC recordings, shall be
deemed federal records of the Department and the federaf agency sponsoring the task
force pursuant to the Federal Records Act. In all circumstances, TFO BWC recordings
shall be treated as law enforcement sensitive information, the premature disclosure of
which could reasonably be expected to interfere with enforcement proceedings, and as
potential evidence in a federal investigation subject to applicable federal laws, rules, and
policy concerning any disclosure or dissemination; and therefore deemed privileged
absent appropriate redaction prior to disclosure or dissemination. Nothing in this policy
shall be deemed to provide a right of public access to TFO BWC recordings. TFO BWC
recordings are controlled by, and the property of, the Department and will be retained and
managed by the federal agency sponsoring the task force. The federal agency
sponsoring the task force is responsible for considering requests to release TFO BWC
recordings. These records cannot be disseminated without the written permission of the

Department, subject to the following exceptions:
A. Internal Dissemination

The TFO's parent agency is authorized to use TFO BWC recordings for internal

investigations of its personnel consistent with the parent agency’s policies and
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procedures, but may not disseminate the BWC recording outside the parent agency or
for public release without the written permission of the Department. The parent agency
shall provide written notification to the sponsoring federal agency prior to any internal

review.
B. Expedited Public Release

If TFO BWC recording(s) depict conduct committed solely by a TFO resulting in serious
bodily injury or death of another, the TFO’s parent agency shall notify the sponsoring
federal agency® and the United States Attorney as early as possible if it desires to publicly
release the TFO’'s BWC recording(s). The sponsoring federal agency and the United
States Attorney will expeditiously review the recording(s) and provide official concurrence
with public release as soon as practical, unless there are specific and compelling
circumstances justifying an objection to public release that cannot be resolved by
redaction or other means. Upon official concurrence, the TFO’s parent agency may
immediately release the recording(s) with any agreed-upon redactions, giving as much
advance notice as possible to the sponsoring federal agency and United States Attorney

as to the time and manner of its release.

6 The notification may be to the Special Agent in Charge (SAC) of the federal agency sponsoring the task
force or, in the case of United States Marshals Service-led task forces, the local United States Marshal
and the Assistant Director (AD) / investigative Operations Division (I0OD) of the U.S. Marshals Service,
and any discussions, negotiations, and concurrence may be made by the SAC or, in the case of the US
Marshals Service, the local US Marshal and AD/IOD, after appropriate consuitation within their agency.
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V. MEMORIALIZATION

Subject to the guidance set forth in this policy, the SAC of the sponsoring federal law
enforcement agency or, in the case of United States Marshals Service-led task forces,
the Assistant Director of the Investigative Operations Division, is responsible for
memorializing any agreement with a state and local law enforcement agency on the use
of BWCs by federally deputized TFOs during federal task force operations. Upon
notification to the United States Attorney, the SAC or AD/IOD shall execute a
Memorandum of Understanding (MOU), or addendum to a preexisting MOU, prior to use
of BWCs by TFOs that sets forth the details for the use of BWCs by TFOs on the task
force consistent with this policy. Prior to entering into any agreement, the TFO’s parent
agency shall provide to the federal agency sponsoring the task force the details regarding
the BWC system and cameras, including the details of any system protections, to the
satisfaction of the federal agency, and any state or local policies or laws applicable to the
TFQO's use of BWCs, including any retention policies. This MOU shall make clear that
TFO BWC recordings, including such recordings residing in the state/local agency’s BWC
system or other copies retained by the agency and/or in the possession of any third party
engaged by the agency to store or process BWC recordings, are deemed to be federal
records, subject to federal retention and information access laws, regulations, policies,
and procedures. The federal agency sponsoring the task force will ensure that all
participating agencies are informed of which participating agencies, if any, mandate BWC

use by their respective TFOs, and provide all participating agencies with this policy.
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APPENDIX B
Acronyms

ASAC Assistant Special Agent in Charge

ATF Bureau of Alcohol, Tobacco, Firearms and Explosives

BWC Body-Worn Camera

cC Office of Chief Counsel

CS Confidential Source

DAD Deputy Assistant Director

DFB Digital Forensics Branch

DOJ Department of Justice

FMS Field Management Staff

FO Office of Field Operations

FRO Force Review Office

KEP Kinetic Energy Projectile

OPRSO | Office of Professional Responsibility and Security Operations

os1 Office of Strategic Intelligence and Information

OST Office of Science and Technology

SA Special Agent

SAC Special Agent in Charge

SES Senior Executive Service

SOD Special Operations Division

SOP Standard Operating Procedure

SSA Supervisory Special Agent

SSD Solid State Drives

TFO Task Force Officer

TOB Technical Operations Branch

uc Undercover

USAO United States Attorney’s Office
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U.S. Department of Justice

Office of the Deputy Attorney General

The Deputy Attorney General Wﬁ%gegl%n. 50% f0530
B

MEMORANDUM FOR ACTING DIRECTOR, BUREAU OF ALCOHOL, TOBACCO,
FIREARMS & EXPLOSIVES
ACTING ADMINISTRATOR, DRUG ENFORCEMENT
ADMINISTRATION
DIRECTOR, FEDERAL BUREAU OF INVESTIGATION
DIRECTOR, UNITED STATES MARSHALS SERVICE
ASSISTANT ATTORNEY GENERAL FOR
ADMINISTRATION
EXECUTIVE OFFICE FOR UNITED STATES ATTORNEYS

FROM: THE DEPUTY ATTORNEY GENERAL/,, » Wi
SUBJECT: BODY-WORN CAMERA POLICY

The Department of Justice recognizes that transparency and accountability in law
enforcement operations build trust with the communities we serve. Although the Department’s
law enforcement components do not regularly conduct patrols or routinely engage with the
public in response to emergency calls, there are circumstances where the Department’s agents
encounter the public during pre-planned law enforcement operations. The Department is
committed to the use of body-worn cameras (BWCs) by the Department’s law enforcement
agents in such circumstances.

In October 2020, the Department announced a policy that permits state and local officers
on Department of Justice Task Forces to wear and activate BWCs when the use of force is
possible — while serving arrest warrants, executing other planned arrest operations, and during
the execution of search warrants. Today, based on recommendations from the Department’s law
enforcement components, I am directing the Acting Director of the Bureau of Alcohol, Tobacco,
Firearms & Explosives; the Acting Administrator of the Drug Enforcement Administration; the
Director of the Federal Bureau of Investigation, and the Director of the United States Marshals
Service to develop and submit for review, within 30 days, component BWC policies that require
agents to wear and activate BWC recording equipment for purposes of recording their actions
during: (1) a pre-planned attempt to serve an arrest warrant or other pre-planned arrest, including
the apprehension of fugitives sought on state and local warrants; or (2) the execution of a search
or seizure warrant or order.

46

This document and its contents are the property of the Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF) and
may notbe disseminated outside ATF (or if loaned outside of ATF, further disseminated) without the express written
permission of the Office of Chief Counsel.
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Memorandum from the Deputy Attorney General Page 2
Subject: Body-Worn Camera Policy

Each law enforcement component shall develop its policy and a phased implementation
plan for compliance with the above directive no later than 30 days from the date of this
memorandum, and shall designate a senior official with responsibility for implementation and
oversight of its BWC policy. Each component also shall ensure immediately that partners
serving on DOJ-sponsored task forces are aware of the current Department policy that permits
state and local officers on DOJ task forces to wear and activate BWCs,

Each component’s BWC policy shall include:

+ the responsibilities for Department agents to carry, operate, maintain, and secure the
equipment, including when to activate and deactivate BWCs;

» the type(s) of BWC equipment authorized for use;

» the duration of time and scope of the BWC footage preserved prior to its activation (i.e.,
buffering period);

e specialized or sensitive investigative techniques or equipment that may require different
treatment under the BWC policy;

e procedures governing the collection, storage, access, retention, use, and dissemination of
BWC recordings, consistent with applicable federal laws;

» procedures governing the use of BWCs by all members of Department-sponsored task
forces; and

e procedures for the expedited public release of recordings in cases involving serious
bodily injury or death.

In addition, as soon as practicable, each component shall:

e submit for the approval of the Department’s Chief Privacy and Civil Liberties Officer a
Privacy Impact Assessment of the component’s planned use of BWCs and associated
equipment prior to implementation of its BWC policy, and a plan for annual privacy
reviews;

¢ consult with the Office of Records Management to ensure the component’s BWC policy
is fully compliant with all records-related laws, regulations, rules, policies, and guidance;

» work with the Justice Management Division to assess resource requirements to fully
implement its BWC policy and build upon the resources allocated to the Department to
support BWC usage in FY22; and

e design evaluation metrics that can be used to measure the impact of its BWC policy.

48

This document and its contents are the property of the Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF) and
may notbe disseminated outside ATF (or if loaned outside of ATF, further disseminated) without the express written
permission of the Office of Chief Counsel.
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Memorandum from the Deputy Attorney General Page 3
Subject: Body-Worn Camera Policy

Finally, within 90 days, the Executive Office for U.S. Attorneys should develop training for
prosecutors regarding the use of BWC recordings as evidence, building on existing trainings
related to the discovery implications of these recordings.

[ am proud of the job performed by the Department’s law enforcement agents, and I am
confident that these policies will continue to engender the trust and confidence of the American
people in the work of the Department of Justice.

49

This document and its contents are the property of the Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF) and
may notbe disseminated outside ATF (or if loaned outside of ATF, further disseminated) without the express written
permission of the Office of Chief Counsel.
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APPENDIX F

Category

Description

ATF Special Agent BWC

Default category that should be selected for every SA BWC
recording

ATF Task Foree Officer
(TFO) BWC

Default category that should be selected for every ATF TFO
BWC recording

Use of Force — Shooting
(ATF)

Selection for video that includes firearm discharge by a ATF
employee

Use of Force — Shooting
(TFO)

Selection for video that includes firearm discharge by a Task
Force Officer

Use of Force — Other (ATF)

Selection for video that includes non-firearm use by an ATF
employee (CEW, elc)

Use of Force — Other (TFO)

Selection for video that includes non-firearm use by a Task
Force Officer (CEW, etc)

Use of Force — K9 Bite

Selection for video that includes a K9 bite

Serious Injury/Death to

Selection for video that includes injury or death of either ATF

Personnel (ATF/TFO) employees or Task Force Officers

Serious Injury/Death to Selection for video that includes injury or death of the subject of
Subject pre-planned arrest warrant or pre-planned search warrant
Serious Injury/Death to Selection for video that includes injury or death of another
Other individual

Damage to Property (By
ATF/TFO)

Selection for video that includes damage to non-ATF property
caused by either ATF SA’s or TFO's

Damage to ATF
Property/Vehicle (by other)

Selection for video that includes damage to ATF property or
vehicles by non-ATF employees or TFO's

Litigation

Selection for video that includes FOIA, Bivens, Touhy, torts,
media releases

Category Description
3" Party Individual 3" party individual or individuals not associated with the warrant
3™ Party Vehicle/Tag 3" party vehicle or tag not associated with the warrant

Arrest Warrant

Contains execution of a pre-planned arrest warrant

Complaint {IAD, OPRSQ)

Video that has been identified as relevant in a complaint against the
ATF or an ATF employee

Evidence Seized (By
ATF/TFO)

Includes evidence seized by ATF employees or TFO's

Exigent Review Request

DOJ policy exigent review applies

Investigation (IAD)

Identified as relevant in an internal investigation

Litigation-ATF Legal

Identified as relevant in litigation

Counsel
Minor Individual Includes a minor individual
OPRSO Relevant to OPRSO

Search Warrant

Contains the execution of a pre-planned search warrant

Sensitive Investigative
Technigues

Includes sensitive investigative techniques (TOB, EUP,SRT)

Source of information,
CS or UC

Includes a source of information, confidential source or under cover
individual

Training (SOD)

Training exercise

ATF Vehicle/Tag

Includes an ATF vehicle or tag

Vehicle Involved Arrest

Includes a vehicle involved arrest

FFL Investigation

Includes evidence involving investigation of a Federal Firearms
Licensee

Arson Investigation

Investigation of a suspected Arson

Category

Description

Explosives Investigation

Evidence involved in an explosive’s investigation

TBD

TBD

TBD

TBD

TBD
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U.S. Department of Justice
Washington, D.C.

Use oF BobY-WORN CAMERAS BY FEDERALLY DEPUTIZED
TASK FORCE OFFICERS

The Department of Justice (Department or DOJ) permits the use of body worn cameras
(BWCs) by task force officers (TFOs) on federal task forces. This policy provides the
parameters for the use of BWCs by TFOs to the extent that a state or local law
enforcement agency' requires their use by its officers during federal task force operations.
DOJ law enforcement agencies may issue internal standard operating procedures to
implement TFO use of BWCs consistent with this policy.2 For purposes of this policy, the
term, "TFO BWC recordings,” refers to audio and video recordings and associated
metadata from TFO BWCs made while the TFO is working under federal authority,

including state and local warrants adopted by a federal agency.
l. BACKGROUND

The Department of Justice partners with state and local law enforcement agencies
throughout the nation on joint task forces. This relationship is vitally important to the
Department and its mission to protect our communities. Several of these participating
state and local agencies have implemented internal policies mandating the use of BWCs

and have requested that their officers wear BWCs while conducting planned arrests and

1 This policy applies equally to tribal and territorial law enforcement agencies.

2 This policy provides Department components with internal direction. it is not intended to, does not, and
may not be relied upon to create any substantive or procedural rights enforceable at law by any party in
any civil or criminal matter.
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searches during federal task force operations. Some state and local agencies, however,
do not equip their officers with BWCs. To the extent state and local law enforcement
agencies mandate BWCs for TFOs while engaged in federal task force operations, the
Department will permit federally deputized TFOs from those agencies to use their BWCs

under the following circumstances.
il. Usk oF Boby WORN CAMERAS DURING FEDERAL TASK FORGE OPERATIONS

Unless subject to specific exceptions below, TFOs employed by a law enforcement
agency that mandates the use of BWCs on federal task forces may wear and activate
their recording equipment for the purpose of recording their actions during task
operations® only during: (1) a planned attempt to serve an arrest warrant or other planned
arrest; or, (2) the execution of a search warrant. TFOs are authorized to activate their
BWCs upon approaching a subject or premises, and must deactivate their BWCs when
the scene is secured as determined by the federal supervisor on the scene as designated
by the sponsoring federal agency. For purposes of this policy, the term “secured” means
that the scene is safe and under law enforcement control. In the event circumstances
arise requiring additional law enforcement assistance to secure the scene, the TFO will
end BWC recording when relieved from the scene by another law enforcement officer.
TFOs are prohibited from recording: (1) undercover personnel; (2) confidential informants

or confidential sources; (3) on-scene witness interviews prior to or after the operation; (4)

3 TFOs are authorized to wear and activate their recording equipment in accordance with this policy
anywhere they are authorized to act as a police or peace officer under state, local, territorial or tribal law.

4 For the execution of a search warrant, BWCs should not be used for searches of property lawfully in
government custody or control, or a search to obtain digital or electronic records executed by a third
party, such as an electronic service provider or custodian of electronic records.

2
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personnel using specialized or sensitive investigative techniques or equipment; or (5) on-
scene actions by any non-law enforcement persons who are assisting law enforcement
personnel prior to or after the operation. TFOs are prohibited from activating their BWC if
the TFO is using specialized or sensitive investigative techniques, operating in a sensitive
area, or working in an undercover or covert status on behalf of the federal task force or
federal agency as determined by the federal agency sponsoring the task force. Subject
to the discretion of the federal agency sponsoring the task force, TFOs generally shall not
use their BWCs to record any activities related to investigations involving public
corruption, medical facilities, national security, or other sensitive investigations. The
Department’s policy of permitting the limited use of BWCs on task forces does not apply
to highly specialized or sensitive operations or groups as determined by the federal

agency sponsoring the task force.

HIR STORAGE OF TAsSK FORCE OFFICER BobDY WORN CAMERA RECORDINGS IN FEDERAL
TASK FORCE OPERATIONS

The TFO activating a BWC during federal task force operations is responsible for
downloading, or having his/her parent agency personnel downioad, the resulting TFO
BWC recordings. Once the TFO BWC recording is downloaded, it shall be placed onto
external media (e.g., DVD, hard drive, etc.), or another mutually agreeable delivery
mechanism, and promptly provided to the federal task force. The TFO parent agency will
provide to the sponsoring federal agency a recording that qualifies as a “duplicate” under

Federal Rule of Evidence 1001(e).5 The federal agency sponsoring the task force shall

5 Under Fed. R. Evid. 1001(e), “[a] 'duplicate’ means a counterpart produced by a mechanical,
photographic, chemical, electronic, or other equivalent process or technique that accurately reproduces
the original.”
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maintain the TFO BWC recording from the TFO as appropriate in the federal agency's

files.

V. FEDERAL RECORDS

All TFO BWC recordings made during federal task force operations, including such
recordings retained by the TFO’s parent agency and/or in the possession of any third
party engaged by the parent agency to store or process BWC recordings, shall be
deemed federal records of the Department and the federaf agency sponsoring the task
force pursuant to the Federal Records Act. In all circumstances, TFO BWC recordings
shall be treated as law enforcement sensitive information, the premature disclosure of
which could reasonably be expected to interfere with enforcement proceedings, and as
potential evidence in a federal investigation subject to applicable federal laws, rules, and
policy concerning any disclosure or dissemination; and therefore deemed privileged
absent appropriate redaction prior to disclosure or dissemination. Nothing in this policy
shall be deemed to provide a right of public access to TFO BWC recordings. TFO BWC
recordings are controlled by, and the property of, the Department and will be retained and
managed by the federal agency sponsoring the task force. The federal agency
sponsoring the task force is responsible for considering requests to release TFO BWC
recordings. These records cannot be disseminated without the written permission of the

Department, subject to the following exceptions:
A. Internal Dissemination

The TFO's parent agency is authorized to use TFO BWC recordings for internal

investigations of its personnel consistent with the parent agency’s policies and
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procedures, but may not disseminate the BWC recording outside the parent agency or
for public release without the written permission of the Department. The parent agency
shall provide written notification to the sponsoring federal agency prior to any internal

review.
B. Expedited Public Release

If TFO BWC recording(s) depict conduct committed solely by a TFO resulting in serious
bodily injury or death of another, the TFO’s parent agency shall notify the sponsoring
federal agency® and the United States Attorney as early as possible if it desires to publicly
release the TFO’'s BWC recording(s). The sponsoring federal agency and the United
States Attorney will expeditiously review the recording(s) and provide official concurrence
with public release as soon as practical, unless there are specific and compelling
circumstances justifying an objection to public release that cannot be resolved by
redaction or other means. Upon official concurrence, the TFO’s parent agency may
immediately release the recording(s) with any agreed-upon redactions, giving as much
advance notice as possible to the sponsoring federal agency and United States Attorney

as to the time and manner of its release.

6 The notification may be to the Special Agent in Charge (SAC) of the federal agency sponsoring the task
force or, in the case of United States Marshals Service-led task forces, the local United States Marshal
and the Assistant Director (AD) / investigative Operations Division (I0OD) of the U.S. Marshals Service,
and any discussions, negotiations, and concurrence may be made by the SAC or, in the case of the US
Marshals Service, the local US Marshal and AD/IOD, after appropriate consuitation within their agency.
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V. MEMORIALIZATION

Subject to the guidance set forth in this policy, the SAC of the sponsoring federal law
enforcement agency or, in the case of United States Marshals Service-led task forces,
the Assistant Director of the Investigative Operations Division, is responsible for
memorializing any agreement with a state and local law enforcement agency on the use
of BWCs by federally deputized TFOs during federal task force operations. Upon
notification to the United States Attorney, the SAC or AD/IOD shall execute a
Memorandum of Understanding (MOU), or addendum to a preexisting MOU, prior to use
of BWCs by TFOs that sets forth the details for the use of BWCs by TFOs on the task
force consistent with this policy. Prior to entering into any agreement, the TFO’s parent
agency shall provide to the federal agency sponsoring the task force the details regarding
the BWC system and cameras, including the details of any system protections, to the
satisfaction of the federal agency, and any state or local policies or laws applicable to the
TFQO's use of BWCs, including any retention policies. This MOU shall make clear that
TFO BWC recordings, including such recordings residing in the state/local agency’s BWC
system or other copies retained by the agency and/or in the possession of any third party
engaged by the agency to store or process BWC recordings, are deemed to be federal
records, subject to federal retention and information access laws, regulations, policies,
and procedures. The federal agency sponsoring the task force will ensure that all
participating agencies are informed of which participating agencies, if any, mandate BWC

use by their respective TFOs, and provide all participating agencies with this policy.
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APPENDIX B
Acronyms

ASAC Assistant Special Agent in Charge

ATF Bureau of Alcohol, Tobacco, Firearms and Explosives

BWC Body-Worn Camera

cC Office of Chief Counsel

CS Confidential Source

DAD Deputy Assistant Director

DFB Digital Forensics Branch

DOJ Department of Justice

FMS Field Management Staff

FO Office of Field Operations

FRO Force Review Office

KEP Kinetic Energy Projectile

OPRSO | Office of Professional Responsibility and Security Operations

os1 Office of Strategic Intelligence and Information

OST Office of Science and Technology

SA Special Agent

SAC Special Agent in Charge

SES Senior Executive Service

SOD Special Operations Division

SOP Standard Operating Procedure

SSA Supervisory Special Agent

SSD Solid State Drives

TFO Task Force Officer

TOB Technical Operations Branch

uc Undercover

USAO United States Attorney’s Office
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U.S. Department of Justice
Office of the Deputy Attorney General

The Deputy Attorney General wj;ggréf%n, 20(,)@j ]20530
. ZUZ

MEMORANDUM FOR ACTING DIRECTOR, BUREAU OF ALCOHOL, TOBACCO,
FIREARMS & EXPLOSIVES
ACTING ADMINISTRATOR, DRUG ENFORCEMENT
ADMINISTRATION
DIRECTOR, FEDERAL BUREAU OF INVESTIGATION
DIRECTOR, UNITED STATES MARSHALS SERVICE
ASSISTANT ATTORNEY GENERAL FOR
ADMINISTRATION
EXECUTIVE OFFICE FOR UNITED STATES ATTORNEYS

FROM: THE DEPUTY ATTORNEY GENERAL| ; o, Wt
SUBJECT: BODY-WORN CAMERA POLICY

The Department of Justice recognizes that transparency and accountability in law
enforcement operations build trust with the communities we serve. Although the Department’s
law enforcement components do not regularly conduct patrols or routinely engage with the
public in response to emergency calls, there are circumstances where the Department’s agents
encounter the public during pre-planned law enforcement operations. The Department is
committed to the use of body-worn cameras (BWCs) by the Department’s law enforcement
agents in such circumstances.

In October 2020, the Department announced a policy that permits state and local officers
on Department of Justice Task Forces to wear and activate BWCs when the use of force is
possible — while serving arrest warrants, executing other planned arrest operations, and during
the execution of search warrants. Today, based on recommendations from the Department’s law
enforcement components, I am directing the Acting Director of the Bureau of Alcohol, Tobacco,
Firearms & Explosives; the Acting Administrator of the Drug Enforcement Administration; the
Director of the Federal Bureau of Investigation, and the Director of the United States Marshals
Service to develop and submit for review, within 30 days, component BWC policies that require
agents to wear and activate BWC recording equipment for purposes of recording their actions
during: (1) a pre-planned attempt to serve an arrest warrant or other pre-planned arrest, including
the apprehension of fugitives sought on state and local warrants; or (2) the execution of a search
or seizure warrant or order.
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Memorandum from the Deputy Attorney General Page 2
Subject: Body-Worn Camera Policy

Each law enforcement component shall develop its policy and a phased implementation
plan for compliance with the above directive no later than 30 days from the date of this
memorandum, and shall designate a senior official with responsibility for implementation and
oversight of its BWC policy. Each component also shall ensure immediately that partners
serving on DOJ-sponsored task forces are aware of the current Department policy that permits
state and local officers on DOJ task forces to wear and activate BWCs.

Each component’s BWC policy shall include:

s the responsibilities for Department agents to carry, operate, maintain, and secure the
equipment, including when to activate and deactivate BWCs;

» the type(s) of BWC equipment authorized for use;

s the duration of time and scope of the BWC footage preserved prior to its activation (i.e.,
buffering period);

e specialized or sensitive investigative techniques or equipment that may require different
treatment under the BWC policy;

e procedures governing the collection, storage, access, retention, use, and dissemination of
BWC recordings, consistent with applicable federal laws;

» procedures governing the use of BWCs by all members of Department-sponsored task
forces; and

e procedures for the expedited public release of recordings in cases involving serious
bodily injury or death.

In addition, as soon as practicable, each component shall:

e submit for the approval of the Department’s Chief Privacy and Civil Liberties Officer &
Privacy Impact Assessment of the component’s planned use of BWCs and associated
equipment prior to implementation of its BWC policy, and a plan for annual privacy
reviews;

o consult with the Office of Records Management to ensure the component’s BWC policy
is fully compliant with all records-related laws, regulations, rules, policies, and guidance;

» work with the Justice Management Division to assess resource requirements to fully
implement its BWC policy and build upon the resources allocated to the Department to
support BWC usage in FY22; and

o design evaluation metrics that can be used to measure the impact of its BWC policy.
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Memorandum from the Deputy Attorney General Page 3
Subject: Body-Worn Camera Policy

Finally, within 90 days, the Executive Office for U.S. Attorneys should develop training for
prosecutors regarding the use of BWC recordings as evidence, building on existing trainings
related to the discovery implications of these recordings.

[ am proud of the job performed by the Department’s law enforcement agents, and I am
confident that these policies will continue to engender the trust and confidence of the American
people in the work of the Department of Justice.
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APPENDIX F

Category

Description

ATF Special Agent BWC

Default category that should be selected for every SA BWC recording

ATF Task Force Officer (TFO) BWC

Default category that should be selected for every ATF TFO BWC
recording

Use of Force — Shooting (ATF)

Selection for video that includes firearm discharge by a ATF employee

Use of Force — Shooting (TFO)

Selection for video that includes firearm discharge by a Task Force Officer

Use of Force — Other (ATF)

Selection for video that includes non-firearm use by an ATF employee
(CEW, etc)

Use of Force — Other (TFO)

Selection for video that includes non-firearm use by a Task Force Officer
(CEW, etc)

Use of Force — K9 Bite

Selection for video that includes a K9 bite

Serious Injury/Death to Personnel
(ATF/TFO)

Selection for video that includes injury or death of either
Task Force Officers

Serious Injury/Death to Subject

Selection for video that includes injury or death of the
planned arrest warrant or pre-planned search war:

Serious Injury/Death to Other

Selection for video that includes injury or death g Sther individual -

Damage to Property (By ATF/TFO)

Selection for video that includes damage to ng

property caused by
either ATF SA’s or TFO's .

Damage to ATF Property/Vehicle (by
other)

Selection for video that includes damage t
non-ATF employees or TFO’s

Selection for video that includes FOIA, Bivens, 1

Litigation
releases
Tag Description

3 Party Individual

3" party individual or individuals not associated with the warrant

3" Party Vehicle/Tag

3" party vehicle or tag not associated with the warrant

Arrest Warrant

Contains execution of a pre-planned arrest warrant

Complaint (IAD, OPRSO)

Video that has been identified as relevant in a complaint against the ATF or an
ATF employee

Evidence Seized (By ATF/TFO)

Includes evidence seized by ATF employees or TFQO's

Exigent Review Request

DOJ policy exigent review applies

Investigation (IAD)

Identified as relevant in an internal investigation

Litigation-ATF Legal Counsel

Identified as relevant in litigation

Minor Individual

Includes a minor individual

OPRSO

Relevant to OPRSO

Search Warrant

Contains the execution of a pre-planned search warrant

Sensitive Investigative Technigues

Includes sensitive investigative techniques (TOB, EUP,SRT)

Source of information, CS or UC

Includes a source of information, confidential source or under cover individual

Training (SOD)

Training exercise

ATF Vehicle/Tag

Includes an ATF vehicle or tag

Vehicle Involved Arrest

Includes a vehicle involved arrest

FFL Investigation

Inciudes evidence involving investigation of a Federal Firearms Licensee

Arson Investigation

Investigation of a suspected Arson

Tag

Description

Explosives Investigation

Evidence involved in an explosives investigation

TBD

TBD

TBD

TBD

TBD

TBD

TBD

TBD

TBD

TBD
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I, beginning on September 1, 2021, will assess the feasibility of a permanent ATF body-worn camera
program. It will also identify any infrastructure shortcomings and assist in recognizing training
deficiencies. Each pilot division will provide feedback of the digital evidence platforms advantages and
disadvantages. The proposed pilot locations, with the concurrence of the Assistant Director (Field
Operations) and the Special Agent in Charge, (SAC) include the Detroit and Phoenix Field Divisions as
well as the ATF National Academy. Agents within these field divisions, will wear BWC’s during pre-
planned law enforcement actions currently outlined in both the Department of Justice Use of Body-
Worn Cameras Policy, ATF BWC Policy, and ATF Standard Operating Policy and Procedures. Upon
conclusion of Phase I, an in-depth review will be conducted utilizing feedback from the participating
divisions and other ATF directorates to begin an agency-wide implementation, if and when additional
funding is provided.

Should you have any questions as this effort progresses, please send them to BWCHQ@atf gov or
contact Chief, Paul D. Vanderplow at [QECECETA(®)




To: Chittum, Thomas [(JXEN{)XEA(®)

From: Vanderplow, Paul D

Sent: Tue 8/24/2021 10:30:30 PM

Subject: Re: **FMS NOTIFICATION MESSAGE - #21-0824.1 — PRIORITY: ROUTINE - Implementation of
Federal Agent Body Worn Camera Policy**

Thank you.
Lot of people did a lot of great stuff with this

I'm pretty proud of the crew
Thanks again

Paul

S/A Paul D. Vanderplow

ATF - Special Operations Division
(b) (8), (b) (7)(C)

(b) (6), (b) (7)(C)

On Aug 24, 2021, at 17:20, Chittum, Thomas L. {{JXEN{XA(®)] > wrote:

Seriously, nice work on this.

Tom Chittum
(b) (6), (b) (7)(C)

From: Chittum, Thomas L.

Sent: Tuesday, August 24, 2021 5:02 PM

To: All Assistant Directors [l @atf.cov>; All Deputy Assistant Directors
(b) (2) @atf.gov>

Subject: FW: **FMS NOTIFICATION MESSAGE - #21-0824.1 — PRIORITY: ROUTINE - Implementation of
Federal Agent Body Worn Camera Policy**

FYSA. Tremendous vision by SOD, accompanied by careful execution. They
recognized an opportunity, anticipated future needs, and their careful planning
and analysis positioned us well ahead of our counterparts. Just wanted to keep
you in the loop, as this will affect several directorates.

Tom Chittum
(b) (6), (b) (7)(C)

Ll (b) (6), (b) (7)(C)
Sent: Tuesday, August 24, 2021 1:49 PM
To: ATF - FO - SES - FIELD [N 2 7 .cov>; ATF - FO - ASAC[JA)2 atf.gov>; ATF - FO - DOO

Cc: ATF - FO - SES - HQ[{s)X¥3) Ddoj365.mail.onmicrosoft.com>; FMS-ISB{(JIVAR @ aif.gov>;







infrastructure shortcomings and assist in recognizing training deficiencies. Each pilot
division will provide feedback of the digital evidence platforms advantages and
disadvantages. The proposed pilot locations, with the concurrence of the Assistant
Director (Field Operations) and the Special Agent in Charge, (SAC) include the Detroit
and Phoenix Field Divisions as well as the ATF National Academy. Agents within these
field divisions, will wear BWC’s during pre-planned law enforcement actions currently
outlined in both the Department of Justice Use of Body-Worn Cameras Policy, ATF BWC
Policy, and ATF Standard Operating Policy and Procedures. Upon conclusion of Phase I,
an in-depth review will be conducted utilizing feedback from the participating divisions
and other ATF directorates to begin an agency-wide implementation, if and when
additional funding is provided.

Should you have any questions as this effort progresses, please send them to
BWCHOQ@atf.gov or contact Chief, Paul D. Vanderplow at (QXCIGEEA(®)




To: (b) (6), (b) (7)(C)

From: Vanderplow, Paul D

Sent: Wed 6/30/2021 11:08:01 PM

Subject: FW: Information - House in Order Task Force

ATF - PRC - Committee Report - v20-0929.pdf

ATF - PPRTF - Memo - Executive Summary and Transmittal.pdf
SOD - Memo - Committee Recomendations - 20-1130.pdf

For your reading pleasure
Enjoy
Paul

Paul D. Vanderplow | Division Chief
Bureau of Alcohol, Tobacco, Firearms and Explosives | Special Operations Division

84 (b) (6), (b) (7)(C) KO () (6), (b) (7)(C)REsM(D) (6), (b) (7)(C)

From: Vanderplow, Paul D
Sent: Wednesday, June 30, 2021 7:03 PM
LA (b) (6), (b) (7)(C)
Subject: Information - House in Order Task Force
Good Evening,
Attached are documents presented to the Director’s Office in support of this effort.

The funding I am requesting is from #1 and #5 in the Committee Recommendations memo attached.

The screen shot is the transmission from the Team leader — AD Hughes to the other ADs for the final
briefing on 05-Nov-20
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U.S. Department of Justice

Bureau of Alcohol, Tobacco,
Firearms and Explosives

Office of the Director

November 4, 2020

MEMORANDUM TO:  Acting Director
Associate Deputy Director

FROM: Assistant Director
Office of Professional Responsibility and Security Operations

Assistant Director
Office of Enforcement Programs and Services

Transmission of Law Enforcement Policy Review Task Force Final
SUBJECT: Report

On behalf of the Executive Committee members, Subject Matter Experts and Field Review
Panel, it is our honor to submit the attached report of information/findings and supporting
documentation for the Law Enforcement Policy Review Sub -Taskforce Review of Existing
Protocol in Enforcement Operations.

Upon extensive review of seven (7) identified critical Areas of Focus, this Committee can
summarize the following:

D) (5)

This task force submits this comprehensive narrative report with unanimous input and backing of
its governing Executive Committee, Subject Matter Experts and Field Review
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MEMORANDUM TO: Assistant Director
Field Operations

FROM:  Chief
Special Operations Division

SUBJECT: Program investment recommendations from
the ATF Committee on Law Enforcement Program Review

In July 2020, the Bureau of Alcohol, Tobacco, Firearms and Explosives (Acting) Director
Regina Lombardo requested a review of critical areas of ATF’s law-enforcement policy
portfolio to ensure that these areas adequately protect ATF personnel in the
administration of their duties.

Upon extensive review of eight-(8) identified critical areas, this Committee can
summarize the following:
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Assistant Director
Field Operations
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